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Evolving cyber risklandscape

Global cyber premium, USD bn

> Systematic issues, supply chain
attacks, risk accumulation

20
> Increased frequency & severity
ransomware attacks
Data breaches
& malware I I

Market drivers

* Increased demand due to accelerating digitalisation and higher awareness

* Growing premiums due to higher penetration and rising rates
* |Increased claims frequency due 1o rise in ransomware incidents
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‘Cyber Risiken zu managen

gehort heute zu den
‘cost of doing business’
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Cyberkriminalitat und
staatliche Cyberakteure-
Unstatige ,
Bedrohungslage
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Digitale Business Modelle
und Arbeitsformen —
Erhohte Verwundbarkeit
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Fehlendes
Risikoverstandnis -
Mangelnde Cyber
Hygiene
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Internationale Normen
und Regulierungen -
Verbesserungspotential
vorhanden

@ Swiss Re




Swiss Re

s




@ Swiss Re June 2022



Legal notice

©2022 Swiss Re. All rights reserved. You may use this presentation for private or internal purposes but note
that any copyright or other proprietary notices must not be removed. You are not permitted to create any
modifications or derivative works of this presentation, or to use it for commercial or other public purposes,
without the prior written permission of Swiss Re.

The information and opinions contained in the presentation are provided as at the date of the presentation
and may change. Although the information used was taken from reliable sources, Swiss Re does not accept
any responsibility for its accuracy or comprehensiveness or its updating. All liability for the accuracy and
completeness of the information or for any damage or loss resulting from its use is expressly excluded.
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